
PRIVACY POLICY 
Christian Outreach Centre, trading as International Network of Churches (INC), ABN 79 400 419 737 

and its related entities recognise that the right to privacy of all persons is very important.  This 

Privacy Policy sets out the key elements of how we comply with the Australian Privacy Principles, 

particularly in terms of the treatment of personal information that we collect and/or hold. INC must 

comply with the Australian Privacy Act, and the Australian Privacy Principles, as amended from time 

to time. 

 

SECOND GENERATION PRIVACY POLICY 

 

INC has adopted a “whole of organisation” privacy policy. Notwithstanding this, some parts of INC’s 

operations, particularly our Colleges, have developed specific Privacy Policies for their day-to-day 

operations. As stated previously, all INC Privacy Policy documents must comply with the relevant 

legislation. 

  

LEGISLATION 

 Privacy Act 1988 (Cth)  

 Privacy Amendment (Enhancing Privacy Protection) Act 2012 

 Notifiable Data Breaches (NDB) Scheme 

 

 

ACKNOWLEDGEMENT OF OUR PRIVACY POLICY 

 

Our obligations under the Privacy Amendment (Enhancing Privacy Protection) Act 2012 is to comply 

with the Australian Privacy Principle 1.4 which requires us to set out our policies on the management 

of personal information in a clearly expressed document which is free of charge to anyone who asks 

for it. 

 

Without limiting the generality of the above statement, a person’s use of the INC website constitutes 

an acknowledgement that they have been made aware of our privacy policy. 

 

We respect your personal information and your right to privacy. This Privacy Policy describes the 

information that may be collected by us and how we protect your personal information. 

 

Should there be, in any specific case, any inconsistency between this statement and the Act, this 

statement shall be interpreted, in respect of that case, to give effect to, and comply with the 

legislation. 

  

EXCEPTION IN RELATION TO EMPLOYEE RECORDS   

 

Under the Privacy Act, the Australian Privacy Principles do not apply to an employee record held by 

the employing entity. As a result, this Privacy Policy does not apply to INC’s treatment of an 

employee record, where the treatment is directly related to a current or former employment 

relationship between INC and employee. 

 



 

THE KIND OF PERSONAL INFORMATION WE COLLECT AND HOLD 

 

Personal information means information we hold about you from which your identity is either 

apparent or can be reasonably determined.  We may collect non-personal information from you, 

such as browser type, operating system, and web pages visited to help us manage our web site. 

 

Many of our church services & conference meetings are recorded. Testimonials, baptism services 

and leadership meetings are further examples of recordings that may be made by INC churches & 

ministries.  

 

Images of people attending and participating in our services  &/or conferences, or other recordings, 

for example as above, may be used or shown in part for promotional purposes, resource material 

and commercial activities. 

 

By attending such church services and or conference sessions, or being involved in testimonials for 

example, you agree to INC using your image and personal information in these recordings. 

  

HOW WE COLLECT AND HOLD PERSONAL INFORMATION 

 

We use cookies and other Internet technologies to manage our website, Facebook pages and 

certain online products and services.  We do not use these technologies to collect or store personal 

information unless you have opted in to such a feature. 

 

Our Internet server logs the following information which is provided by your browser for statistical 

purposes only: 

 The type of browser and operating system you are using 

 Your Internet Service Provider and top level domain name 

 The address of any referring web site; and 

 Your computer’s IP address. 

 

All this information is used by INC for aggregated statistical analyses or systems administration 

purposes only.  No attempt will be made to identify users of their browsing activities, except where 

required by or under law. 

  

COOKIES 

 

A “cookie” is a packet of information that allows the Company server to identify and interact more 

effectively with your computer. 

 

When you access our web site, we send you a temporary or “session cookie” that gives you a unique 

identification number. A different identification number is sent each time you use our website. 

Cookies do not identify individual users, although they do identify a user’s Internet browser type 

and your Internet Service Provider. Shortly after you end your interaction with our web site, the 

cookie expires.  This means it no longer exists on your computer and therefore cannot be used for 

further identification or access to your computer. 



Without cookies certain personalised services cannot be provided to users of our website, 

accordingly you may not be able to take full advantage of all of the Company website features if 

cookies have been disabled. 

  

LINKS TO OTHER SITES 

 

The INC website may contain links to other external sites. We are ultimately not responsible for the 

privacy practises or the content of such external web sites. We encourage you to read and 

understand the privacy policies on those websites prior to providing any information to them. 

  

SEARCHES 

 

Search terms that you enter when using our search engine are collected, but are not associated 

with any other information that we collect. 

  

THE PURPOSES FOR WHICH WE COLLECT, HOLD, USE AND DISCLOSE PERSONAL INFORMATION 

 

We use personal information you provide only for purposes consistent with the reason you provided 

it, or for a directly related purpose. Generally we will not use your personal information to market 

to you unless we have either your implied or express consent but in situations where it is impractical 

to obtain your prior consent, we will ensure you have an ability to opt out of such future 

communications. 

 

We do not share your personal information with other organisations unless you give us your express 

consent, or where sharing is otherwise required or permitted by law, or where this is necessary on 

a temporary basis to enable our contractors to perform specific functions. 

 

Generally, INC will collect personal information directly from you, and only to the extent necessary 

to provide a product or service, or to carry out our internal administrative operations. 

  

We may collect personal information from you when:  

 You fill in an application form, or register for a conference or event; 

 Make a donation; 

 Open a new account or become a signatory with INC Invest; 

 Acquiring goods or services through our website; 

 Registering with INC Collective; 

 Access social media platforms; 

 Participate in local church activities; 

 Deal with us over the telephone; 

 E-mail us; 

 Ask us to contact you after visiting our web site; or 

 Have contact with us in person. 

 

You may also be able to transact with us anonymously where this is lawful and practicable. We will 

collect personal information from you by lawful and fair means and not in an unreasonably intrusive 

way.  

 



We will use your personal information only for the particular purpose that you provided it, or for a 

directly related purpose.  We may otherwise use your personal information where that other use is:  

 Required or permitted by law; or 

 With your express or implied consent. 

  

PASTORAL CARE & BROADER INC CONNECTEDNESS 

 

If you provide your personal information to a local INC church, you consent to being contacted 

generally for Pastoral Care and follow by that local INC church. 

 

If you provide personal information to INC for any other reason, for example those stated above, 

this information may be shared within INC for the development of other products and services of 

INC, and to improve our general ability to assist church attendees and the wider community. 

  

DIRECT MARKETING AND YOUR PRIVACY 

 

From time to time we may use the personal information we collect from you to advise you of, for 

example, conferences, events, products and/or services, which we believe may be of interest to 

you.  We may then contact you to let you know about these products and services and how they 

may benefit you.  We will generally only do this with your consent and we will always give you a 

choice to opt out of receiving such information in the future. 

  

DIRECT MAIL 

 

Where we use your personal information to send you marketing information via the post we may 

do so with your implied consent or, if this is impracticable, we will ensure that you are provided with 

an opportunity to tick “opt out” box to ensure you do not receive such future communications. By 

not ticking a clearly displayed  “opt out” box, we will assume we have your implied consent to receive 

similar marketing communications in the future. 

  

ELECTRONIC MARKETING 

 

Where we use your personal information to send you marketing information by e-mail, SMS, MMS 

or other electronic means we may do so with your express or implied consent. You may give us 

your express consent by, for example, ticking a box on an electronic or paper form where we seek 

your permission to send you electronic or other marketing information. Consent may be implied 

from our existing business relationship or where you have directly or indirectly provided us with 

your electronic address. 

  

INC INVEST 

 

Where we use your personal information to open a new account or add you as a signatory to an 

existing account with INC Invest, a 100 point check for identification purposes will be undertaken. IF 

a TFN is supplied for an account, after recording of the TFN in the system, details are destroyed and 

visibility of the TFN is inaccessible thereafter.  

 



VIDEOS/PHOTOGRAPHS 

 

Images of individuals in photographs or film are treated as personal information under the Privacy 

Act where the person’s identity is clear or can reasonably be worked out from that image. We 

uphold that all photographs and video footage of individuals will be used solely for INC related 

purposes including at times promotion. Both video and still photography are an active part of the 

church life, ministries, activities and services. INC uses video and still photography for church related 

purposes or promotions. In accordance with the privacy act an individual’s consent will be sought if 

the photograph or video records sensitive information about the individual. Where practically 

possible INC will seek the consent of individuals in other cases. If you would like to have a video or 

still image removed from any material, please contact us using the contact details set out below. 

 

YOUR PRIVACY PREFERENCES AND CHOICES 

 

Every personalised marketing contact sent or made by the Company will include a means by which 

customers may opt or receiving further marketing information. You may instruct us at any time to 

remove any previous consent you provided to receive marketing communications from us. 

 

 

INFORMATION SHARING 

 

We have a strict duty to maintain the privacy of all personal information we hold about you. 

However, certain exceptions do apply.  For example, where disclosure of your personal information 

is: 

  

 Authorised or required by law, e.g. disclosure to various government departments and 

agencies such as the Australian Taxation Office, Centrelink, Child Support Agency or 

disclosure to courts under subpoena. 

 In the public interest, e.g. where a crime, fraud or misdemeanour is committed or suspected, 

and disclosure against the customer’s rights to confidentiality is justified. 

 With your consent, this may be implied or express, verbal or written. 

  

USE OF THIRD PARTY SERVICE PROVIDERS 

 

When we temporarily provide personal information to companies who perform services for us, such 

as specialist information technology companies, mail houses or other contractors to the Company 

we require those companies to protect your personal information as diligently as we do. 

  

UPDATING YOUR INFORMATION 

 

It is inevitable that some personal information which we hold will become out of date. We will take 

reasonable steps to ensure that the personal information which we hold remains accurate and, if 

you advise us of a change of details, we will amend our records accordingly. 

  

ACCESS TO YOUR PERSONAL INFORMATION 

 



INC will, upon your request, and subject to applicable privacy laws, provide you with access to your 

personal information that is held by us. However, we ask that you identify, as clearly as possible, the 

type/s of information requested.  

 

INC will deal with your request to provide access to your personal information in a reasonable time 

of receipt of your request.  INC will not charge you for lodging such a request but we may recover 

from you our reasonable costs incurred in supplying you with access to this information. 

  

EXCEPTIONS 

 

Your right to access your personal information is not absolute. In certain circumstances, the law 

permits us to refuse your request to provide you with access to your personal information, such as 

circumstances where: 

 Access would pose a serious threat to the life or health of any individual; 

 Access would have an unreasonable impact on the privacy or others; 

 The request is frivolous or vexatious; 

 The information relates to a commercially sensitive decision making process; 

 Access would be unlawful; or 

 Access may prejudice enforcement activities, a security function or commercial negotiations. 

SECURITY 

Reasonable steps will be taken to keep secure any personal information, which is held. 

Personal information, held electronically, is stored in a secure server or secure files. 

The Internet is not a secure method of transmitting information. Accordingly, no responsibility is 

accepted for the security of information you send to or receive from us over the Internet or for 

any unauthorised access or use of that information. 

Security measures are taken to protect your information from access by unauthorised persons and 

against unlawful processing, accidental loss, destruction and damage. 

Where we have given you, or where you have chosen security codes (username, password, 

memorable word or PIN), which enable you to use any online service, you are responsible for 

keeping these security details confidential. 

 

Should INC discover a breach of data held, reasonable steps will be taken to notify those affected 

by the breach as soon as possible including how the breach occurred, possible effect and data 

effected, time of breach/es and remedies taken in accordance with Notifiable Data Breaches(NDB) 

scheme. 

 

COMPLAIN ABOUT A BREACH OF THE AUSTRALIAN PRIVACY PRINCIPLES 

 

INC is committed to working to obtain a fair resolution of any complaint or concern about privacy. 

To contact us with a compliment or complaint or a privacy question, you can: 

Write to us at: PO Box 6917, Tweed Heads South NSW 2486 

Call our INC office (07) 5506 5100. 

  

 


