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Privacy policy of RSQ Technologies Sp. z o.o. 

 

Our company is strongly committed to protecting Clients’ data. We would like to 

assure you that we treat your data with special care, taking into consideration the 

personal data protection regulations in force. From this Policy you will learn how we 

are using the processed information constituting personal data in the meaning of 

the provisions of the General Data Protection Regulation (hereinafter: “GDPR”). 

 

 

1. PERSONAL DATA CONTROLLER 

1.1. The controller of your personal data and, at the same time, the owner of the 
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websites rsqphysio.com, rsqdoctor.com, rsqtechnologies.com, 

rsqmotion.com, rsqholo.com, including the websites constituting the RSQ 

Health System (hereinafter referred to as the Website), is RSQ Technologies 

Spółka z ograniczoną odpowiedzialnością with registered office in Poznań 

(61 - 737) at ul. 27 Grudnia 3, registered in the National Court Register kept 

by the Poznań Nowe Miasto i Wilda District Court in Poznań, 8th Commercial 

Division of the National Court Register, under KRS number: 0000646704, Tax 

Identification Number (NIP) 7831749566, Statistical Number (REGON) 

365856095, share capital of: PLN 11,200.00 (hereinafter referred to as the 

“Controller”). 

1.2. You may contact the Controller in writing, by traditional post to: RSQ 

Technologies Sp. z o.o. ul. 27 Grudnia 3, Poznań 

(61 –737)or by e-mail to: iod@rsqtechnologies.com 

1.3. Requests will be examined without undue delay, but not later than within 

one month following request receipt. This time limit may be extended due 

to a complicated nature of the request or the number of requests, by 

another two months, about which you will be informed by e-mail.  

 

2. COLLECTED DATA 

2.1. The Controller protects the privacy of the individuals using the Website 

(hereinafter referred to as the “Users” or the “User”). 

2.2. The Users of our Website remain anonymous until they decide otherwise. 

Information included in system logs that result from the general rules of 

Internet connections (e.g. IP address) is used by the Controller for technical 

purposes related to server administration. Additionally, IP addresses are 

used to collect general, statistical demographic information (e.g. about the 

region from which the connection is made). In order to subscribe to the 

services offered by the Controller, such as the e-mail, you have to complete 
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a form with information that enables us to contact the User (e.g. e-mail 

address) and demographic information (e.g. age, gender, city/town size). 

We use the information provided in the form for the purpose of necessary 

contacts with our Users and to better adjust our content and 

advertisements to their needs and interests. The demographic data (e.g. 

age, gender, city/town size) may also be compared with selected 

operational data (e.g. stored in cookies) and used to analyse User 

preferences and improve the quality of our services, in which case the 

compared data does not include any identification elements 

(anonymisation) and is stored for a period not longer than 10 years. 

 

3. PURPOSES AND GROUNDS OF PERSONAL DATA PROCESSING 

In order to provide services in accordance with our business profile, we process 

your personal data for the following purposes: 

 

PURPOSES LEGAL BASIS 

statistical measurements (hereinafter: 

“statistics”), 

marketing (including analysing and 

profiling data for marketing purposes) of 

the Controller’s products and services 

Article 6 clause 1 letter f of the GDPR - 

legitimate interests pursued by the 

Controller 

performance of the contract between 

the Controller and the User (the contract 

usually constitutes the Terms and 

Conditions which the User accepts 

before using a given service),  

including providing services to the Users, 

adjusting the services to the needs of 

Article 6 clause 1 letter b of the GDPR–

necessity for the performance of a 

contract to which the User is a party 
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the Users, analysing and improving the 

services and ensuring service security 

(hereinafter: “service performance”) 

valuation and performance of the 

service 

Article 6 clause 1 letter b of the GDPR - 

necessity for the performance of a 

contract to which the User is a party 

sending e – mail notifications in order to 

inform the Users about activities related 

to service performance and increase 

the comfort of using the service 

Article 6 clause 1 letter f of the GDPR – 

legitimate interests pursued by the 

Controller 

examining and analysing activity on the 

website 

Article 6 clause 1 letter f of the GDPR – 

legitimate interests pursued by the 

Controller 

using cookies on the website 
Article 6 clause 1 letter a of the GDPR – 

voluntary consent 

administering the website 

Article 6 clause 1 letter f of the GDPR – 

legitimate interests pursued by the 

Controller 

publishing comments on the website 
Article 6 clause 1 letter a of the GDPR – 

voluntary consent 

pursuing claims and defense against 

them 

Article 6 clause 1 letter f of the GDPR - 

legitimate interests pursued by the 

Controller 

 

4. COOKIES 

4.1. We use cookies to run our website. They may be read by our system and by 

the systems of our Trusted Partners whose services we use listed in point 4.2 

below. 

4.2. Our Trusted Partners are: 
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a) Facebook 

b) Google 

c) Stripe 

d) Hubspot 

4.3. The Website may include links to external websites or websites of the 

Trusted Partners listed in point 4.2. above. When visiting an external website 

or a third-party website, the Users are subject to a separate privacy and 

data protection policy for a given website. The User should review the 

privacy and data protection policies of particular external and third-party 

websites. 

4.4. The Controller informs that they use cookies and similar technologies on the 

website to store information or gain access to the information stored on the 

telecommunications terminal device of the User through which they use the 

Website. 

4.5. There are two types of cookies used: 

- session cookies which are deleted from the hard disk when a given browser 

session ends or when the computer is shut down 

- persistent cookies which are stored in the memory of a computer or a 

mobile device until the User deletes them manually with appropriate tools 

available in the web browser or until they expire. 

4.6. We use cookies on our website to: 

 

a) provide services; 

b) ensure security, i.e. User authentication; 

c) adjust the presented website content to User preferences and optimise 

website use; 

d) carry out surveys; 

e) create statistics which help to understand how the Users use the Website, 
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which enables us to co improve its structure and content;  

f) present personalised advertisements, among other things taking into 

account the interests or place of residence of the User;  

g) influence processes and effectiveness of website use; 

h) use the social media function. 

4.7. Storage of cookies or access to them by the Controller does not cause 

configuration changes to the telecommunications terminal device of the User 

and the software installed on it. 

4.8. The entities which place information in the form of cookies and other similar 

technologies on the User’s terminal device (e.g. on a computer, laptop, 

smartphone, Smart TV) and gain access to them are the Controller and the 

Trusted Partners listed in point 4.2. 

4.9. The Website may place cookies in the browser, if cookies are enabled in the 

browser. What is important, the browser gives the Website access only to the 

cookies placed by that website rather than to cookie files placed by other 

websites. 

 

5. MANAGEMENT OF BROWSER SETTINGS 

5.1. Your web browser enables cookies on your device by default, so when first 

visiting our Website please give your consent to the use of cookies. If you 

consent to your software settings allowing for cookies, this will mean your 

consent to the Website using cookies, in the meaning of Article 173 clause 2 of 

the Act of 16 July 2004 Telecommunications Law. In such an event the Controller 

will have the right to use cookies and similar technologies to store information 

or gain access to the information stored on the telecommunications terminal 

device of the User. The above consent enables the Controller, as well as the 

advertising companies, research companies or suppliers of multimedia 

applications cooperating with the Controller to use cookies. However, if you do 
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not want cookies to be used when you are browsing through the website, you 

may change the browser settings — completely block the automatic handling 

of cookies or request notification each time cookies are placed on the device. 

The settings may be changed any time. 

5.2. Disabling or limiting cookies may result in difficulties in using the website, 

e.g. in the form of the need to login on each subpage, the website taking longer 

to load, limitations in the use of functionalities, limitations in the website being 

liked on Facebook, etc. 

 

6. RIGHT TO WITHDRAW THE CONSENT 

6.1. If personal data is processed on the basis of a consent, you may withdraw 

such a consent any time. 

6.2. In order to withdraw your consent, you should: 

- send an e-mail directly to the Controller or to iod@rsqtechnologies.com or 

- delete a comment published under an article, or 

- delete a published opinion about the services. 

6.3. If your personal data was processed on the basis of a consent, we have the 

right to process your personal data by the time of its withdrawal. Withdrawal of 

the consent does not affect legal compliance of the processing carried out so 

far. 

 

7. REQUIREMENT OF PROVISION OF PERSONAL DATA 

7.1. Provision of any personal data is voluntary and depends on your decision. 

However, in some cases providing specific personal data is necessary in order 

for us to meet your expectations in respect of service use. 

7.2. To order a service on the Website you need to provide your name and e-

mail address — without this we are not able to conclude and perform a 

contract. 

mailto:iod@rsqtechnologies.com
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7.3. In order for us to be able to contact you by phone in matters related to 

service performance, you need to provide your telephone number — without 

this we are not able to call you. 

7.4. To be able to receive discounts for future services, you need to provide your 

name and e-mail address — without this we are not able to send you discount 

codes. 

 

8. AUTOMATED DECISION-MAKING OR PROFILING 

The Controller will not process your personal data in a manner which would involve 

taking only automated decisions with regard to you. Your data may be subject to 

profiling for statistical and marketing purposes. 

 

9. RECIPIENTS OF PERSONAL DATA 

9.1. Your data may be provided to entities processing personal data at the 

request of the Controller, among other things IT service providers, marketing 

agencies and other entities with which the Controller concluded a data 

processing agreement – such data is processed solely in accordance with the 

Controller’s instructions.  

9.2. Your data may also be provided to entities entitled to receive it under 

applicable law, e.g. law enforcement agencies in case of a request from the 

agency on appropriate grounds.  

 

10. TRANSFER OF PERSONAL DATA TO THIRD COUNTRIES 

10.1. In some cases your data may be transferred to recipients from outside of 

the European Economic Area, e.g. if this is required for provision of services to 

you or if this has other important legal grounds. Information about this is 

available as part of individual services. 

10.2. We will provide you with additional explanations with regard to provision of 
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personal data any time, especially if this issue raises your concerns. 

10.3. You may receive a copy of personal data transferred to a third country any 

time. 

 

11. PERIOD OF PROCESSING OF PERSONAL DATA 

11.1. According to applicable legal regulations, we are processing your personal 

data only for a period necessary to achieve the specified purpose. After this 

period your personal data will be irretrievably deleted or destroyed. 

11.2. By the time your data is permanently deleted or destroyed, if we do not 

need to carry out any operations on your personal data other than its storage, 

we will protect it by way of pseudonymisation. Pseudonymisation consists in 

encoding personal data or a personal data set in such a way that it cannot be 

read without an additional key, thus such information becomes completely 

useless to an unauthorised person. 

11.3. As far as particular personal data retention periods are concerned, please 

be informed that we process personal data for the period of: 

- contract duration — in relation to personal data processed for the 

purpose of contract conclusion and performance; 

- 20 years from the end of the calendar year during which the last entry 

was made with regard to personal data processed for the purpose of 

preventive medicine and medical diagnosis; 

- 3 years or 10 years — in relation to personal data processed in order to 

establish, pursue or defend claims (the length of the period depends on 

whether or not both parties are entrepreneurs); 

- 5 years — in relation to personal data related to the fulfillment of the 

obligations under tax law; 

- by the time of withdrawal of the consent or achievement of the purpose 

of processing, but not longer than for 5 years – in relation to personal 
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data processed on the basis of a consent; 

- by the time of effective filing of an objection or achievement of the 

purpose of processing, but not longer than for 5 years — in relation to 

personal data processed on the basis of legitimate interests of the 

Personal Data Controller or for marketing purposes; 

- by the time the data becomes outdated or is no longer needed, but not 

longer than for 3 years — in relation to personal data processed mainly 

for analytical purposes, use of cookies and website administration. 

11.4. The periods in years are calculated from the end of the year in which we 

started personal data processing to enhance the process of personal data 

deletion or destruction. Requests will be examined individually in the case of 

exercising the right to be forgotten. 

 

12. RIGHTS OF THE DATA SUBJECT 

12.1. In relation to the Controller’s processing of your data you have the right to: 

- request from the Controller access to your personal data, 

- request from the Controller rectification of your personal data, 

- request from the Controller erasure of your personal data, 

- request from the Controller restriction of processing of your personal data in 

the case and on the terms set out in Article 18 of the GDPR or data erasure 

pursuant to Article 17 of the GDPR, 

- object to the processing of your personal data pursuant to Article 21 clause 1 

of the GDPR, 

- personal data portability pursuant to Article 20 of the GDPR, 

- file a complaint with the supervisory authority (President of the Personal 

Data Protection Office). 

12.2. The rights listed in point 12.1. are not absolute, so in some cases we may 

refuse to observe them. A refusal to comply with a request will be preceded by 
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a thorough analysis and will be made if necessary only. 

12.3. You may exercise your rights by: 

- sending an e-mail directly to the Controller or to iod@rsqtechnologies.com 

 

13. FINAL PROVISIONS 

13.1. Any matters not regulated by this Privacy Policy are governed by personal 

data protection regulations. 

13.2. We will inform you about any changes made to this Privacy Policy by e-

mail. 

13.3. This Privacy Policy comes into effect as of March 21st, 2022. 

 

mailto:iod@rsqtechnologies.com

