
Axiom Enables TargetClose to perform penetration testing on 
infrastructure and applications 

Challenges 

TargetClose required penetration testing performed on its 
infrastructure and applications. They also needed a vendor who 
could support them fix the identified issues and train their tech 
team to avoid the root cause of the problems. 



Solution 

Axiom has performed penetration testing for three weeks and 
identified over 30 vulnerabilities.  We have also completed CIS 
Foundational benchmarks for the customer AWS setup. 
Additionally, we fixed the identified issues and trained the team 
on OWASP's top 10 best practices. 



Outcomes & Results 

Identified over 30 vulnerabilities and fixed them. Trained 
10+ developer teams on OWASP top 10 Best practices 



AWS Tools Used�
� AWS Security Hub�
� AWS WAF�
� Amazon Inspector�
� Amazon GuardDuty�
� Amazon Macie 




1


