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Even if your com
pany isn’t ready for a full-tim

e IT person, you can enjoy the peace 
of m

ind that com
es w

ith know
ing som

eone you trust is w
atching your netw

ork 24/7.  
You can also afford better technology than you m

ight get using consum
er or hom

e-
office devices that you buy at Staples.  W

e’re now
 offering a service designed to 

im
prove the quality of your W

i-Fi, security, backup, and overall netw
ork 

perform
ance w

ith no upfront equipm
ent costs, and no learning curve. W

e’ll m
anage 

it for you via the cloud, w
ith few

er billable site calls than you need now. 
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•

S
m

all businesses w
ith up to 20 em

ployees and no dedicated IT staff
•

C
ustom

ers experiencing security breaches, data loss, poor end-user experience 
•

B
usinesses expanding to additional / rem

ote locations

O
VER

VIEW
 

IT is just as im
portant to sm

all businesses as it is to larger 
ones, m

aybe m
ore. And now

, com
panies w

ith few
er than 

20 em
ployees can enjoy enterprise-class technology and 

professional IT m
anagem

ent –
w

ithout hiring staff or 
buying expensive equipm

ent.

W
ith our new

 m
anaged IT services and a sm

all but 
pow

erful device running at your site, w
e’ll help im

prove the 
quality of your W

i-Fi, storage, data security, and m
ore—

and keep it all up and running by preventing m
any of the 

com
m

on problem
s than can cost you dow

ntim
e (and 

m
oney for site calls) –

m
alw

are attacks, failed backups, 
lost data, and the like.

W
e do all this on a subscription basis so you don’t have 

buy equipm
ent, and you can add new

 options like rem
ote 

or guest access any tim
e.
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•
R

eliable: “Enterprise-class” equipm
ent 

•
A

ffordable: M
onthly subscription w

/ no upfront equipm
ent 

cost
•

Local support by the IT consultants you trust
•

Secure: Autom
atically analyzes, protects against bad 

actors
•

Expandable: M
ost services do not need additional 

hardw
are

•
Evergreen: H

ardw
are is eligible for replacem

ent every 3 
years

•
1 solution for W

i-Fi, storage, security, m
anagem

ent
•

Predictable
IT costs, few

er costly surprises
•

Leverage the cloud
•

Autom
ated backup and security enhances quality
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•
C

onsum
er gear doesn’t offer the features, but 

enterprise class gear is too expensive
•

N
o one onsite to troubleshoot issues

•
Poor netw

ork reliability is im
pacting operations

•
Backup m

ethods aren’t secure enough
•

W
i-Fi coverage or perform

ance is spotty
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•
Are you having problem

s running your business 
applications or connecting to the Internet?

•
Are you planning a netw

ork upgrade?
•

H
ow

 often do you have to bring som
eone in to fix IT 

problem
s? H

ow
 m

uch does this typically cost?
•

H
as your com

pany been targeted by hackers? H
ow

 
m

uch dow
ntim

e did this cost you?
•

Are you able to access the W
i-Fi from

 any area of your 
office / store / building?

•
W

ould you like to extend guest access to custom
ers or 

other visitors?
•

H
ow

 often do you back up data? H
ow

 m
uch tim

e and 
effort does this take? H

ow
 quickly can you recover data 

w
hen issues pop up?

The “U
nbox” gatew

ay device
U

nbox W
i-Fi access point (A

P)
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1.
W

e can’t afford it.
N

o one’s looking for another m
onthly cost, but this 

one w
ill save you m

oney now
 and in the long-run.

W
e provide a reliable w

ay to run the technology that 
runs your business w

hile giving us both a new
 level of 

predictability. W
e can be there w

hen you need us—
w

ithout having to be there physically—
w

hich w
ill save 

you m
oney by avoiding both dow

ntim
e and site calls.

There’s nothing to buy so you’re not risking anything, 
and if this saves you even one site call per m

onth (or 
keeps you from

 w
aiting until m

any m
ore things go 

w
rong to call us), you’ll be ahead of the gam

e.

2. It sounds com
plicated.

It isn’t. It’s one sm
all, sim

ple device that w
e’ll install for 

you, and from
 then on w

e can actually m
anage and 

troubleshoot the netw
ork via the cloud, w

ith a high 
level of security. The cost is predictable so it sim

plifies 
accounting, and your em

ployees w
ill w

aste a lot less 
tim

e trying to figure things out on their ow
n. 

3. Isn’t it risky to have all this stuff in the cloud?
There is that perception but having data stored in the 
cloud –

if it’s done securely, w
hich this is–

actually 
protects you from

 backup failing, pow
er outages, fires 

and other m
ishaps on site, and the physical theft of 

com
puters or disk drives. And not that this helps, but 

m
ost of our privileged data is already in the cloud.

4. Isn’t this the sam
e as an R

M
M

?
N

o, U
nbox provides netw

ork services that can be 
rem

otely m
onitored and configured.  R

em
ote 

M
onitoring and M

anagem
ent products such as 

Kaseya and Autotask m
anage end devices such as 

laptops or tablets and are com
plim

entary to U
nbox.
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From
 one pow

erful and versatile device installed at the 
custom

er site, U
plevel im

proves the critical areas of sm
all 

business technology:

W
i-Fi H

ighlights:

•
State-of-the-art 802.11ac technology

•
G

uest access
•

Seam
less coverage using m

ultiple access points at your location 
for uninterrupted use of apps on m

obile W
i-Fi devices w

hile m
oving

Storage / backup highlights:

•
C

entralized data storage
•

Easy for users to back up
•

Autom
ated backup: Local and cloud “snapshots” 

•
Long-term

 archiving available to retaining data for years
•

Q
uickly recover accidentally deleted or m

odified files
•

Solid state drive (SSD
) for reliable operation 

•
Partition into m

ultiple drives for user access control
•

1 TB (1000 G
B) local storage

Security highlights:

•
C

entralized security definition ensures coherent configuration 
across LAN

, W
i-Fi, VPN

, and storage
•

Added security is built into everything
•

Added firew
all protection 

•
R

eal-tim
e alerts: w

e’ll know
 im

m
ediately w

hen som
ething 

strange happens –
devices go offline, rogue devices show

 
up, traffic spikes indicating your custom

ers are being 
targeted

•
Autom

atic backup protects against ransom
w

are
•

N
etw

ork-attached storage (N
AS) includes “snapshots” for 

fast data recovery and archiving for long term
 data retention

•
D

ata betw
een sites and to the cloud is fully encrypted 

•
D

isable unused LAN
 ports to discourage unauthorized use

Exam
ples of w

hat w
e can see from

 anyw
here: 

•
Is a hacker sitting in the parking lot trying to guess 
your W

i-Fi passw
ords?

•
A

re you experiencing a netw
ork degradation or 

security com
prom

ise because som
eone plugged in a 

“rogue” device such as a flash drive they found in the 
parking lot?

•
Is a large am

ount of data suddenly leaving the 
com

pany via the Internet because an em
ployee’s 

device has been hacked?
•

W
hy is the Internet slow

? 


