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The Czech economy has the opportunity to 
rank among the world‘s most advanced if its 
digital transformation succeeds. To achieve 
this, the private sector, the state, and aca-
demia need to be brought together.
Today, it is no longer enough to invest mon-
ey solely in education to increase social cap-
ital. We must also produce human resourc-
es by cooperating with companies at the 
level of general and long-term education. 
We will achieve this by offering investment 
incentives where companies invest in their 
employees and by opening markets for pro-
fessionals from abroad to help innovate do-
mestic firms. It is also crucial to connect the 
commercial world and practitioners with the 
education system because successful inno-
vation can be very inspiring for students.
A  more pleasant environment for innova-
tion can also be achieved by simplifying 
the process of establishing companies and 
supporting them at an early stage. Recent 
developments abroad also provide many 
opportunities; the new US administration 
has reinforced the transatlantic link and 
incoming refugees from Ukraine are often 
highly skilled workers.

The Czech Republic has no reason for ex-
cessive self-criticism in the field of the dig-
ital economy. It is primarily investors, not 
politicians, who decide which country will 
become successful. Still, the state must 
support the conditions in which the private 
sector will be interested in doing business. 
Especially the university environment in 
the Czech Republic is very rigid and not 
very innovative.
We can build on a relatively long-term and 
strong supply of human capital, but sever-
al things are still necessary, such as more 
compliant legislation and regulatory sup-
port for digital innovation, better access 
to finance and private capital in general, 
and education reform that allows for more 
flexibility. Supporting investment in science 
and technology, promoting digital policies 
at the European level, and cooperating with 
the most developed countries at the Euro-
pean level and beyond are vital elements to 
what we aim to achieve.
In the field of digital technologies and in-
novation, the winner-takes-all model of-
ten applies, and the most important thing 
regarding that is to gain a  comparative 
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advantage. That is precisely why Europe 
has for a long time failed to produce highly 
successful technology companies, at least 
compared to the United States. The Euro-
pean Union has a long-term strategy to in-
crease its competitiveness, but it will take 
a  while before the results will be visible. 
Moreover, we must assume that globaliza-
tion will continue to intensify in the area of 
digital technologies and that global compe-
tition will thus increase even more. Due to 
a lack of other resources, such as mineral 
resources, the Czech Republic must rely 
strongly on its human capital. This makes it 
even more crucial to improve the quality of 
education at the tertiary level. Among other 
things, Czech higher education institutions 
are not sufficiently exposed to foreign com-
petition and pressure on results from the 
private sector. By promoting the connec-
tivity of universities and companies, much 
can be achieved, as we see abroad, where 
private entities routinely offer grants to ed-
ucational institutions and work with their 
students. Unfortunately, we rarely see this 
form of cooperation in the Czech Republic.
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Digitization of public administration has 
long been one of the government‘s top pri-
orities. Arguably, 2022 is the year of eGov-
ernment. Is there sufficient cooperation 
between the government and the private 
sector to create eGovernment and serve 
the benefit of society?
One example of private-public coopera-
tion is the banking identity project, which 
allowed clients to control internet banking 
remotely. The state decided to profit from 
the innovation and agreed that through 
a banking identity the citizen could access 
public administration services. This experi-
ence of cooperation could be transferred to 
other areas, including the automotive sec-
tor, for example, by simplifying the process 
of registering and insuring a  car. During 
one visit to the insurance company, the cli-
ent would have the opportunity to handle 
both matters at once, and the possible dig-
itization of these tasks would also simplify 
the whole process. However, that would 
mean the need for legislative changes, the 

will on the side of the state and, in this case, 
on the side of the insurance companies.
The state should, first of all, consider which 
private areas enter and which do not. If 
there is a  reason to introduce regulation, 
for example, due to unequal access to the 
client, the state should act proactively. In 
some areas, especially in the use of tech-
nology, the state may create space for test-
ing new services or new ways of providing 
services under state supervision. Based on 
this, it is either concluded that regulation 
is not needed and there is a possibility to 
leave it to the private sector, or testing will 
show that regulation is necessary. Last but 
not least, regulation can be reduced, as to-
day‘s  technology brings new possibilities 
for control. An example is a  taxi service, 
whose client can carry out the control him-
self thanks to GPS, and the question arises 
as to whether regulation of the state makes 
sense in such cases.
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The volume of data circulating on the Inter-
net is growing constantly and exponential-
ly. With more data, the protection of that 
data is ever more urgent. The European 
Union has written and implemented a large 
number of legislative acts that seek to pre-
pare for the future.
Data is now commonly referred to as gold or 
the oil of the 21st century, and the covid-19 
pandemic has accelerated this develop-
ment. Many social and work activities have 
moved to the digital environment. Big data 
has allowed us to respond more effectively 
to dynamic crises. However, there are also 
many challenges that have to be addressed 
at the European level. These include the 
right to privacy but also room for innova-
tion, cybersecurity, and more efficient data 
sharing. Easy data sharing is one of the 
keys to a  more connected society. Within 
the Czech Republic, data must travel faster 
between individual government agencies 
and across state administrations, which the 
Czech Republic unfortunately still has a big 
problem with. The topic should be opened 
up for discussion at the European level, 
which should seek to make data transfer 
the „fifth freedom of the EU“. Data knows 
no borders, and even on this issue, our con-
tinent should not become a fortress. There 

is undoubtedly a need to strive to preserve 
the transatlantic link (the topic of, among 
other things, the great importance to the 
Czech Republic) and connectivity with oth-
er countries. All companies are welcome in 
the European Union, but they must comply 
with European rules and laws. In addition, 
small and medium-sized companies should 
have access data on which there is a de fac-
to monopoly by a few tech giants so far.
Regulating new technologies is general-
ly difficult. Since their development takes 
place very quickly, the law must focus main-
ly on principles that will then be applicable 
even when the legislative process is way 
too slow to catch up. Moreover, it is difficult 
to predict future developments. However, 
it is good that the European Union is trying 
to respond to new technologies.
Artificial intelligence and big data allow for 
a  dangerous accumulation of power and 
influence. This is what the Artificial Intelli-
gence Act and the Data Act, which empha-
size the principle of autonomy, try to pre-
vent. In particular, users should be able to 
find out on which basis algorithms person-
alized content on social networks is gener-
ated. The regulation of AI should be based 
on a risk-based approach, i.e., the greater 
the risk from a particular use of technology, 
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the higher the level of responsibility that 
arises, as well as on the principle of control 
(the highest level of responsibility follows 
the person with the greatest degree of con-
trol over AI). In any case, an appropriate 
balance must be struck so that excessive 
legal barriers do not jeopardize innovation 
and the EU‘s  global competitiveness. For 
small and medium-sized businesses, there 
should be solutions prepared in advance to 
help them overcome these legal obstacles. 
At the same time, Europe can draw many in-
spirations from abroad. The European Data 
Act is already working with a concept based 
on the American model, in which the issue 
of data is considered part of economic and 
not personal law. Thanks to this, users have 
legal control over their data autonomously 
and possibly can “trade” with it.
The attitude of companies towards private 
data is also fundamentally changing. Pre-
viously, private data was considered the 
most valuable thing that companies had at 
their disposal, but with more sophisticated 
legislation and due to frequent attacks on 
this information, it has essentially become 
an unwanted burden.
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Until recently, the financial technologies 
of the future were seen as science fiction; 
today they represent a  dynamic and de-
veloping field. Technology-based financial 
services are becoming more widespread. 
What development awaits FinTech not 
only in the Czech Republic but also in the 
other EU Member States?
In Estonia, digitization penetration reach-
es 93% while in the Czech Republic, that 
figure is only 15%. This figure testifies to 
the need for further digitization in the 
Czech Republic. However, to achieve this 
goal, first and foremost, there is a need for 
help from the state with communication 
and digital education, not only for users 
but also for companies. A  major obsta-
cle lies not only in the ignorance of many 
Czech users in the field of electronic tools 
but also in the approach of companies, 
many of which are not yet ready for digi-
tal transformation. Here, the state should 
intervene not by pressuring digitization 

and regulation, but on the contrary, by 
offering help and adjusting the necessary 
legislation.
For the highest possible user comfort, 
states should not unnecessarily introduce 
excessively restrictive regulations in the 
field of digitization. However, if regulation 
is necessary, it should be undertaken. Cer-
tain regulations may occur, for example, 
concerning open data, due to the threat 
of money laundering. In Estonia, there has 
long been a debate about open data, the 
transparency of which is hindered by the 
principles of personal data protection. But 
there is a solution in the form of synthet-
ic data, which can also inspire the Czech 
Republic. It follows from the above men-
tioned, that for successful digitization it is 
necessary to promote technology, trans-
parency, and, if there is a  real need, tar-
geted regulation.
At the heart of all FinTech, regulations 
should be an effort to increase the 
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harmonization of rules at the European 
level. It is crucial that European fintech firms 
are able to compete with firms on a global 
level. However, different regulations across 
the EU remain an obstacle, making it 
difficult for them to work together.
There are currently also differences be-
tween the Member States in how they al-
low access to their public services. The EU 
is working to ensure that EU citizens, re-
gardless of nationality, can also use their 
national identity cards in the other Mem-
ber States. This is an issue that needs to 
be addressed not only in the EU but also 
at the national level. As the EU struggles 
to keep pace with the rapid development 
of technological innovation, it should pro-
mote regulations that are principled and 
take the future into account.
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Czech Republic
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Renew Europe
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There are extreme demands on the modern 
transportation of the 21st century. Europe 
plans to be climate-neutral by 2050, which 
means decarbonization of transition quite 
soon. How will e-mobility and the associat-
ed autonomy or digitalization translate into 
transportation and our lives? Furthermore, 
how will companies have to adapt?
E-mobility must play a  key role in Eu-
rope‘s  carbon neutrality plans. The num-
ber of electric vehicles has to skyrocket 
by 2025. However, it is not only about the 
vehicles themselves, but also about the 
charging stations and their availability to 
ensure the greatest possible mobility. In 
order to efficiently deploy stations, it is 
necessary to have data and information on 
user needs. Mobility must benefit people 
as well as companies, cities, and municipal-
ities. Users themselves also play a key role 
in expanding and promoting mobility. Part 
of the transformation process is therefore 

to educate users and debunk any myths 
and misinformation; for example, many 
people think that the problem with electric 
cars is limited range, but this is not really 
an obstacle.
Sweden has the largest fleet of electric ve-
hicles in the EU. E-mobility is dealt with by 
the Swedish start-up Einride, whose agen-
da is the development of digital and electric 
vehicles. At Einride, they see transportation 
as a service and customers are partners for 
them, essentially participating in develop-
ment by providing data on user needs. It 
is necessary to think about what the trans-
port system will look like in the future and 
based on this, to effectively deploy charg-
ing stations. Digitalization has to be used 
to benefit all parties and to work towards 
the UN Sustainable Development Goals 
through ideas.
Today, the agenda shifts to the connectivity 
of the customer‘s needs, the vehicle itself, 
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and the adjacent infrastructure. This means 
that the entire ecosystem is also sold with 
the car, which today includes user-friendly 
charging infrastructure (accessibility of sta-
tions) and the ability to charge both on the 
main routes and at home.
At the European level, there is a consensus 
among the states on e-mobility, but the 
subsequent transposition into individual 
states is lagging behind. The Czech Repub-
lic is not legislatively prepared for e-mobili-
ty and there is no wider discussion. The leg-
islator should also think first and foremost 
about the health and safety of citizens and 
then set clear rules with regard to smart 
mobility or autonomous systems. It is nec-
essary to collect and evaluate data; create 
smart roads in addition to smart vehicles, 
and strive to educate citizens on sustaina-
bility, ability and alternate modes of trans-
portation.
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Technological change also poses new chal-
lenges for liberal democratic systems. With 
the development of social networks, a sit-
uation has arisen where the de facto larg-
est media are not regulated by media laws. 
Historically, the media played the role of 
protector in democracy, but today it can be 
argued that social networks are its greatest 
threat. Moreover, the functioning of social 
media can be abused by actors such as the 
Russian Federation, who have long and sys-
tematically sought to reduce trust in dem-
ocratic institutions and democracy. When 
creating new legislation, whether, at the 
level of the European Union or the Czech 
Republic, it is first necessary to under-
stand what exactly is subject to regulation. 
Searching for individual disinformation and 
then enforcing its removal is not only an 
inelegant solution but also a  fight against 
windmills. The essence lies deep beneath 
the surface of the problem. The algorithms 
based on which the content of our social 
networks is created are now set up purely 
to present to a potential customer as many 
ads as possible and thus keep users online 
as long as possible at any cost. Tech giants 
are using artificial intelligence to make 
a social network algorithm display an ideal 
cocktail of information that amuses us and 
confirms our beliefs, as well as information 

that makes us angry. Negative emotions 
have great potential to keep us online. Lies 
have always been a part of political life, but 
at a time when lies and disinformation are 
amplified by the mechanisms of social net-
works, it is necessary to look for legislative 
solutions.
Traditional media today are unable to find 
their place on new social media platforms. 
They are often represented on social net-
works, but their presence here is not re-
warded. And it is the traditional media 
that are responsible for creating quality 
content, so indispensable for any healthy 
democracy. At the same time, there is a rel-
atively easy solution – to tax advertising 
presented on social media and invest the 
collected funds raised in support of tradi-
tional journalism.
The Anglo-American world has experienced 
a great upsurge in so-called identity politics 
in recent years. This is a relatively neglected 
topic in continental Europe, but it should be 
given more attention, as diversity affects the 
quality of democracy everywhere. In other 
words, it is not only dangerous if the media 
are owned by one rich man, e.g., Jeff Bezos, 
but also if the media are controlled by one 
million white heterosexual men. Diversity 
also needs to be addressed in the context 
of counter-disinformation scenes.
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Disinformation can now be thought of as 
a  commodity requiring supply and de-
mand. The offer may be the same in Scot-
land and London, for example, but Scots 
are much more prone to misinformation 
because they do not feel connected to their 
community with the mainstream media. 
This lack of connectivity in society in turn 
leads to some people trying to seek infor-
mation from other sources that seem to 
understand them better, often disinforma-
tion websites and information shared on 
social networks without securing and citing 
a reliable source.
The same mechanism works at the trans-
national level. Media coverage of the war 
in Ukraine may have given the public the 
impression that the Russian invasion was 
something special, as Europeans and white 
Christians were victims. Human suffering in 
wars in the countries of the Global South, 
on the other hand, has been portrayed as 
something normal, which contrasts mark-
edly in the eyes of the public with the 
events in Ukraine. This may be a factor that 
creates a  lack of understanding for some 
Britons and Americans about the horrors 
in Ukraine, and which motivates the public 
to seek alternative sources of information 
that seem closer to their views.
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Digital security is a crucial topic these days. 
The danger in virtual space is even more 
important because of state actors such as 
Russia or China, but also because of the il-
legal activities of cybercriminals.
The Czech Republic is trying to approach 
cyber security horizontally. Cybersecurity 
must be built across the entire society. The 
National Security Strategy for Cybersecu-
rity is based on three pillars: our national 
capabilities, international cooperation, and 
building a resilient society. The state is es-
sential for building cybersecurity, but it 
cannot provide security in the digital envi-
ronment on its own, which is why we need 
a society-wide approach.
Included in cybersecurity, there are ele-
ments that we could think of as „physi-
cal“ security. For example, resilient supply 

chains and resilient critical infrastructure 
need to be ensured. This shows why foreign 
policy, diplomacy, and cooperation with 
our foreign partners form an essential part 
of the Czech strategy. In the private sector, 
for example, the Czech Republic has a pro-
ject aimed at the security of digitization of 
healthcare in cooperation with Microsoft. 
At the state level, it is necessary to set up 
regulations well. We must not overregulate 
the digital space to hamper innovation, nor 
must we underregulate and create system-
atic security risks.
Data backup should be transparent. It is 
always advisable to know where Czech 
data is located and store it, if possible, in 
“friendly countries”. Today, data is a  stra-
tegic raw material just like oil or natu-
ral gas; needless to say, what problems 
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strategic dependence on these resources 
from a particular country can lead to.
Cybersecurity is also very specific because, 
unlike other traditional security sectors, 
the burden of ensuring it is now very often 
left to the private sector. Cloud services 
can serve as a prime example. Companies 
compete to provide the best encryption 
technology and keep customer data safe. 
However, security is not only about tech-
nology but also about ordinary user educa-
tion. Many attacks begin simply with one of 
the employees clicking on a dangerous link.

SPEAKERS



Few areas have experienced such a  revo-
lution as education since the outbreak of 
the pandemic. Technology expands and 
simplifies the capabilities of the education 
system, but it can also act as a disruptor to 
it. What is the future of the whole system in 
the context of digitization?
The pandemic has shown both the posi-
tives and the negatives of online technol-
ogy. The possibility of online study seems 
to be a positive, but its negative lies in the 
limited human contact, which is reflected in 
the decreasing activity and interest of stu-
dents in teaching. Technologies should be 
used as an aid in non-standard situations, 
but they should not be the main means of 
communication.
Over the past two years, we have realized 
that digital solutions cannot replace real 
education and social contact. We must al-
ways have a  balanced approach to what 
can be done in a virtual environment and 
what requires direct contact with students. 

To achieve this, digitalization should start 
with a good project, and first and foremost 
it is crucial to define how to increase the 
technological literacy of society.
To start digitizing education, no more 
equipment is necessary than an ordinary 
mobile phone or laptop. Still, there is a gap 
in today‘s  society between those who 
have technological literacy and those who 
do not. For this reason, it is necessary to 
change the mental settings of users so that 
digital technology becomes a means acces-
sible to all. In addition, for a more effective 
education system for secondary schools, it 
is important to connect it with business, so 
that students have the opportunity to gain 
practical experience, among other things. 
At the same time, it is necessary to work on  
teaching methods and create more effec-
tive teaching strategies.
Finland puts great emphasis on profes-
sional teachers. During the pandemic, 
they applied all their skills, took advantage 

MAY 13, 12:45 – 13:45

The Digital Age 
of Education 

PANEL

20



PANEL

of financial and other support from the 
state, and managed to provide distance 
education to young people at a  high lev-
el. But the lesson of the pandemic is that 
digital solutions cannot be implemented 
at the expense of classical pedagogy. De-
spite the digital equipment, students have 
faced a lack of socialization, and therefore 
the challenge of digitalization is primarily 
how to preserve the community nature of 
schools.
After the pandemic, there is a changing role 
for national governments that are unable 
to bring fundamental changes to the edu-
cation system. In the Czech Republic, it is 
necessary to build an integrated approach 
that involves companies, non-governmen-
tal organizations, and other units such as 
regions or municipalities. An important 
factor in the development of education is 
mainly school heads and their ability to 
cooperate with all stakeholders, including 
private companies or the non-profit sector.
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The health sector is improving and mov-
ing forward rapidly, including in the area 
of eHealth. However, the Czech Republic is 
still not able to start digitization as success-
fully as we can see, for example, in Den-
mark or Estonia. The Kingdom of Denmark 
offers its citizens a portal on health, which 
is very popular. Among its advantages can 
be found, the ability to share your health 
records with other people. Older citizens 
can offer their younger family members ac-
cess to look into these records and sharing 
also helps doctors to efficiently work with 
patients and colleagues.
Estonia is similarly renowned for its suc-
cessful digitization of state administra-
tion, which began after regaining its inde-
pendence in 1991. The citizens of Estonia 
are very demanding on this issue and the 
state must constantly respond to their re-
quirements, whether in e-health, educa-
tion, or mere communication with state 

institutions. In the world of digital technolo-
gies, development is moving extremely fast, 
and governments must strive for constant 
reforms to keep up with the latest technical 
solutions. For example, Estonia directs only 
about five percent of its GDP into health 
care, with the average in European Union 
countries being between nine and ten per-
cent. This slight underfunding of the health 
sector forces the government to strive even 
more for effective digital solutions that can 
ease the tight budget. During the pandem-
ic, according to government data, about 
thirty percent of doctor visits were online. 
Other areas, such as mental health care, 
show even more promising results.
The Czech Republic is still coming to terms 
with distrust in digitized healthcare, trig-
gered by the failure of IZIP‘s  electronic 
health book project at the beginning of 
the last decade. It is necessary to try to re-
start digitization and change the idea that 
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investing in health care means building 
a new hospital. The scope for improvement 
is wide. From better prevention-orient-
ed education of the population to regular 
blood sugar measurements, to easier data 
sharing between residents and institutions. 
The key to success may be the enactment 
of a common API (interface for application 
programming) for all institutions. This small 
piece of legislation will draw a clear space 
in which the private sector should move in 
terms of computerization and allow for de-
centralized data sharing.
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Government of the Republic of Estonia 
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