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Pupil-Guardian Acceptable Use of ICT Agreement

The essence of this agreement is to encourage respect for all ICT users and safe use of the School’s computer
networks and equipment. This 'Pupil-Guardian Acceptable Use of ICT Agreement' has been developed using
national guidelines, as an essential part of the School’s ‘Acceptable Use of ICT & Social Media Policy’.

This form comprises part of each child's records as they move forwards in the school and, although some of
the statements may not be relevant at early stages of a child’s academic career, will apply as they develop their
ICT skills.

By signing this form, pupils are pledging to ensure, as far as is possible, that they will adhere to the
requirements of this code of conduct, and sta� sign to agree to adhere to the Policy of the school. We ask that
parents/guardians please speak with younger children about their responsibility concerning the use of
technology within school, and sign on behalf of their child in the Pre-Preparatory School.

This Policy is set out to ensure that all computer users are aware of how to use the computer network and
Internet appropriately. In this way, they should not have access to view or do anything unsuitable, damaging
to another user’s work, damaging to the network, or illegal.

You are asked to sign this agreement to enable you to safely use the School’s ICT and email facilities.

B.1 Use of the School Networks

I understand that I must not:
● access or attempt to access other users’ �les;
● use anyone else’s username;
● create messages or documents that appear to originate from someone else;
● create/publish any document that may be considered to be abusive, cause distress or otherwise be a

nuisance;
● try to con�gure or change any settings on the School computers;
● attempt to bypass or defeat any School Computer or Network security controls;
● use or attempt to use the School Computers for any purpose other than school-related assignments/

tasks.

I agree to:
● keep my passwords secret;
● update my password when requested to one that is not used for any other service or site;
● look after the equipment I use;
● notify the IT Helpdesk of any suspected misuse of my user area.



B.2 Use of the Internet and Electronic materials

I agree not to:
● look for, or view, any inappropriate material;
● send abusive emails, messages or anything that might upset others;
● use public or unregulated discussion/ messaging forums;
● use the school’s computer resources for anything other than school-related assignments and tasks;
● use mobile phones during lessons or formal school times without permission.

B.3 Personal Use of Technology

The school acknowledges that the Internet provides a range of social media tools which allow users to interact
with one another. These include discussion groups and newsgroups, social networking facilities and
messaging–based media, and online, collaboratively-edited, Internet-based documents such as Wikipedia.

All are reminded that any post, ’tweet’ or message, by the very nature of the medium, cannot remain private
and that their post will represent them as a member of the King’s Rochester community. Therefore, no
member of the school community should engage in activities involving social media which might bring King’s
Rochester into disrepute.

It is strongly inadvisable for any pupil under the age of 13 to open such an account and most UK
social-networking sites do not permit this by law.

Older pupils should bear in mind that any accounts unprotected by passwords are on view to the general
public - including those universities to which they may apply in the future as well as potential employers, all of
whom now view such sites for prospective employees.

I agree to:
● Password protect and adequately secure my social pro�le and comments on any such sites and/ or

apps;
● Not to write or post any images on any sites which may damage my own reputation or that of King’s.

I accept that:
● the School IT team has access to all �les and Internet searches made on any device that is joined to the

school network infrastructure;
● search histories and downloaded �les may be accessed at any time;
● the use of the digital services including the Internet is also monitored;
● in exceptional circumstances, emails may be read on the instructions of the Principal, Headteacher or

the Director of Digital Strategy.



In addition, I accept responsibility for:
● locking any unattended computer or device before leaving it;
● ensuring that all personal devices connected to School infrastructure has been updated to the latest

operating system versions including relevant security patches;
● ensure that all data accessed beyond the school campus is adequately secured;
● keeping adequate back-ups of work done, particularly coursework.

B.4 Private Computers and Personal Mobile Devices in School

Particularly within the Preparatory School, Senior School and our Boarding community, there will be
occasions when pupils are permitted to use their own computers, tablets or mobile phones in School. This
should always be with parental consent.

However, if these devices are misused in any way, they may be con�scated. These devices are permitted to
connect with the School network using the Wi-� network only. In order to be protected, boarders must only
connect to the network using the o�cial, �ltered School Wi-Fi when in the Boarding Houses.

Pupils are responsible for the safe-keeping and insurance of their own devices.

B.5 Incident Reporting

Pupils who require help or report incidents are advised to contact any member of sta� or the Head of Digital
Learning or Computing Subject Lead in their section of the school.

The school’s disciplinary procedure will be followed in the event of any breach of this agreement.


