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HERE IS HOW TO PROTECT YOURSELF
IF YOU SUSPECT AN INTRUSION BY MALWARE

Do not click on any links, call any numbers displayed 
or respond to any messages.

Write down or snap a photo of any messages 
appearing and/or phone numbers.

Close the popup windows or delete the email.

Do not do a backup – you may overwrite good data 
with bad.

Shut down your workstation.

Notify your IT administrator.

Feel free to call us – no charge.
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To learn more visit:
www.kcstech.com/cyber-protection

Cut Out & Tape This Reminder To Your Monitor:

In case of suspected malware:

1. Do not click on any links, call any numbers 
displayed or respond to any messages

2. Write down or snap a photo of any messages 
or phone numbers appearing on screen

3. Close the popup windows or delete the email

4. Do not do a backup - you might overwrite 
good data with bad

5. Shut down your workstation

6. Notify your IT administrator

7. Feel free to call - no charge (847) 288 - 9820)


