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Dear Reader,

As you may be aware, a vulnerability (CVE-2021-44228) in the widely used Apache Log4j was
recently discovered, affecting some of the world’s most popular applications and services. In
response to this, the Kalderos Security and Engineering teams have performed a full
assessment of our systems and those third-party systems we utilize. We have found no direct
impact to the Kalderos platform and no action is required at this time.

Kalders does not utilize Apache Log4j in our applications and we have seen no evidence
suggesting that we are vulnerable to this issue. We continue to work closely with our third-party
business partners and service providers to collect information and ensure they are remediating,
if necessary.

We will continue to diligently monitor the situation and provide necessary updates. For the latest
information on this vulnerability, please visit the US Cybersecurity& Infrastructure Security
Agency guidance page here.

If you have questions, please contact us at security@kalderos.com
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https://www.cisa.gov/uscert/apache-log4j-vulnerability-guidance

